Agenzia per la cybersicurezza nazionale -
Bando Secure — Cyber resilience for SMEs

Con Open Group ltalia puoi trovare in un solo
portale tutte le informazioni relative a bandi e
incentivi fiscali nazionali e di ogni regione.

Risparmia tempo e dedicati al tuo business!
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Obiettivo

Soggetto gestore

Scadenze

Dotazione
finanziaria

Soggetti
beneficiari

Spese ammissibili

Tipologia di
agevolazione

Ilter di domanda

Rafforzare la resilienza in materia di sicurezza informatica delle micro, piccole e
medie imprese europee, aiutandole a conformarsi ai requisiti del Cyber
Resilience Act (CRA).

Agenzia per la cybersicurezza nazionale (ACN) con i relativi partner europei. Per
I'ltalia vi & I'Associazione Cyber 4.0

Lo sportello per la presentazione rimarrd aperto fino al 29/03/2026.

5.000.000 €

Micro, piccole e medie imprese legalmente costituite in un paese membro
del’UE (inclusi i paesi e i territori d'oltremare) o in un paese dello Spazio
Economico Europeo (Norvegia, Islanda, Liechtenstein), che svolgono attivitd
commerciali legate allo sviluppo, alla produzione, allimportazione o alla
distribuzione di prodotti o servizi digitali, in particolare quelli che rientrano
nellambito di applicazione del CRA.

Sono ammissibili le attivitd svolte dal personale aziendale o da fornitori esterni
(come costi di subappalto), a condizione che mirino a supportare I'Azienda
Richiedente nel soddisfare i requisiti del CRA, tra cui:

e aftivitd di conformitd normativa, quali audit, assistenza nella
preparazione delle certificazioni e definizione delle policy;

e aggiornamento deirequisiti tecnologici e di sicurezza relativi al prodotto,
attraverso afttivitd quali valutazione della vulnerabilitd e penetration test,
analisi del codice sorgente e sicurezza delle applicazioni;

e aggiornamento dei requisiti tecnologici e di sicurezza delle infrastrutture
di produzione, comprese attivitd di cybersecurity, sicurezza delle
informazioni, ICT, IT e resilienza OT;

e adempimento dei requisiti di governance interna e gestione del rischio,
quali procedure interne, rilevamento degli incidenti, processi di gestione
e noftifica, valuta zioni del rischio e dellimpatto, sicurezza della catena di
fornitura e piani di manutenzione e aggiornamento dei prodotti;

o aftivitd di sensibilizzazione e formazione sui prodotti e sulla sicurezza
informatica;

e approvvigionamento di beni materiali e servizi professionali fondamentali
per il raggiungimento degli standard di sicurezza richiesti.

E previsto un contributo a fondo perduto pari al 50% del totale di progetto, fino
ad un massimo di 30.000 €.

La domanda dovrd essere presentata attraverso la piattaforma SECURE
(https://opencall.securedsme.eu/logingreturnUrl=/) enfro e non oltre |l
29/03/2026.

+
Openiz



ﬁ

Per info e collaborazioni:

+ 39 011 6970046
sviluppo@opengroupitalia.it
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